
I. Introduction 

This data privacy policy applies to all customers, vendors and employees (past and 
present) of Tartan Aerial Sense Tech Pvt Ltd. This policy is accessible through our website 
www.tartansense.com 

1.1 In the course of interacting with either customers, vendors and employees, we may 
receive information relating to you, such as your personal details, bank account details, 
addresses of residence, establishment, etc. In this Policy, we refer to this information as 
“personal data”. 

1.2 This Data Privacy policy sets out the basis on which we will process the personal data 
that we will be collecting from you. Please read this Policy very carefully to understand the 
practices we will follow in handling your personal data.  

This Policy only applies to the use of your personal information obtained by us and explains 
our approach to any personal information that we collect from you or which we have 
obtained about you from a third party and the purposes for which we process your 
personal information. It also sets out your rights in respect of our processing of your 
personal information. 

The Policy will inform you of the nature of your personal information that is processed by us 
and how you can respect that we delete, update, transfer and/or provide you with 
access to it. 

II. About us 

We are TartanSense, registered as Tartan Aerial Sense Tech Pvt Ltd, with office of 
establishment in  

178/3F/35 (766/35), Anna Salai, Thousand Lights, Chennai - 600 002, Tamil Nadu, India 

Also having office in 725, 2nd Floor CMH road, Indiranagar 1st Stage, Bangalore - 560038, 
Karnataka, India. 

We are an agriculture robotics company, with the motto of ‘Small robots for small farmers’. 

We are a “data controller” for the purpose of data protection legislation. 

III. Getting in touch with us 

If you have any questions about our data privacy policy or your information, or wish to 
exercise any of your rights as described in this policy or under Indian data protection laws 
in general, you can reach out to us:  

By post: TartanSense, 725, 2nd Floor, CMH Road, Indiranagar 1st Stage, Bangalore 560038 

Data Privacy Officer: Sankha Karfa 
By telephone: 8904845390 
By email: skarfa@tartansense.com 

IV. Our Data protection guidelines  

“Personal data” means data about or relating to a natural person who is directly or 
indirectly identifiable, having regard to any characteristic, trait, attribute or any other 
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feature of the identity of such natural person, or any combination of such features, or any 
combination of such features with any other information; 

On rare occasions, you may provide us or we may collect Sensitive personal data 
meaning personal data” revealing or related to: 

(i) Passwords 
(ii) Financial data  
(iii) Health data 
(iv) Official identifier 
(v) Sex life 
(vi) Sexual orientation 
(vii)Biometric data 
(viii) Genetic data 
(ix) Transgender status 
(x) Intersex status 
(xi) Caste or tribe 

Information we collect from third parties 

We collect most personal data from you directly. However, we may also collect 
information about you: from publicly accessible sources, e.g. from third party sources of 
information 

Information we collect online 

We do not use cookies or analytics on Our Website and do not collect any technical 
information from you when you access Our Website. No information about your visit and 
use of Our Website. 

Our processing of your personal data follows the guidelines as specified by India’s data 
protection bill 2018 below: 

1. Fair and reasonable processing:  

We will handle your personal data in a fair and reasonable manner  

2. Purpose limitation 

(i) We will process your personal data only for specific and lawful purposes 
(ii) We will process your personal data only for specified purposes and in the context or 

circumstances within which is was collected.  

3. Collection limitation 

Collection of personal data shall be limited to such data that is necessary for the purposes 
of processing. 

4. Lawful processing 

We will process your personal data and sensitive data only on the basis of one or a 
combination of grounds as specified in the Purpose limitation 



5. Notice 

We let the data principal know, no later than at the time of collection of the personal or 
sensitive personal data:  

(a) the purposes for which the personal data is to be processed; 
(b) the categories of personal data being collected; 
(c) the identity and contact details of the data protection officer, if applicable; 
(d) the right of the data principal to withdraw such consent, and the procedure for such 
withdrawal, if the personal data is intended to be processed on the basis of consent; 
(e) the basis for such processing, and the consequences of the failure to provide such 
personal data 
(f) the source of such collection, if the personal data is not collected from the data 
principal; 
(g) the individuals or entities including other data fiduciaries or data processors, with 
whom such personal data may be shared, if applicable; 
(h) information regarding any cross-border transfer of the personal data that the data 
fiduciary intends to carry out, if applicable; 
(i) the period for which the personal data will be retained 
(j) the existence of and procedure for the exercise of data principal rights 
(k) the procedure for grievance redressal if applicable; 
(l) the existence of a right to file complaints to the Authority; 
(m) any other information as may be specified by the Authority. 

All of the above mentioned information will be provided to the data principal in a clear 
and concise manner that is easily comprehensible to a reasonable person and in multiple 
languages where necessary and practicable. 

6. Data quality 

We shall take reasonable steps to ensure that personal data processed is complete, 
accurate, not misleading and updated, having regard to the purposes for which it is 
processed. We will take reasonable steps to ensure that: 

(i) Personal data is kept in a form that distinguishes personal data based on facts from 
personal data based on opinions or personal assessments. 
(ii) Where personal data is disclosed to other individuals or entities, if such data does not 
comply with sub-section (1), steps will be taken to notify such individuals or entities of this 
fact. 

7. Data storage limitation 

(i) We shall retain personal data and sensitive personal data only as long as may be 
reasonably necessary to satisfy the purpose for which it is processed. 
(ii) Notwithstanding sub-section (1), personal data may be retained for a longer period of 
time if such retention is explicitly mandated, or necessary to comply with any obligation, 
under a law. 
(iii) We will undertake periodic review in order to determine whether it is necessary to 
retain the personal data in our possession. 
(iv) Where it is not necessary for your personal data to be retained by us under sub- 
sections (1) and (2), then such personal data will be deleted in a manner as may be 
specified. 



8. Accountability 

(1) We are responsible for complying with the obligations set out in India’s Data Protection 
bill, 2018 in respect of any processing undertaken by it or on its behalf. 

(2) Any data processing undertaken by us will be in accordance with the provisions of 
India’s Data Protection bill. 

2. Purpose limitation – data must be collected for specified, explicit and legitimate 
purposes and not further processed in a manner that is incompatible with those purposes. 

3. Data minimisation – data must be adequate, relevant and limited to what is necessary 
in relation to the purposes for which they are processed. 

4. Accuracy – data must be accurate and, where necessary, kept up to date. 

5. Storage limitation – data must be kept in a form which permits identification of data 
subjects for no longer than is necessary for the purposes for which the personal data are 
processed. 

9. Integrity and confidentiality  

We will look to process all personal and sensitive personal data in a manner that ensures 
appropriate security of the personal data, including protection against unauthorised or 
unlawful processing and against accidental loss, destruction or damage by using 
appropriate technical or organisational measures.  

V. Changes to this policy 

We will keep making changes to this policy from time to time. This current version of the 
policy will always be available from us in hard copy or on Our Website. We will post a 
notice on Our Website to notify you of any significant changes to this Policy.  

Updated and effective as of 1st November 2019


